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Dear Sir/ Madam, 

Subject: Press Release – Healthcare Triangle Ransomware Protection and Prevention Initiative 
Draws Initial Support from Multiple Health System Clients 

Healthcare Triangle Inc, a step-down subsidiary of SecureKloud Technologies Limited, has announced 
that its new ransomware prevention and protection initiative launched earlier this month is drawing 
initial interest and support from numerous health system clients, seeking critical tools and guidance 
for preventing and responding to ransomware incidents. 
 
This is for your information and records. 

Thanking you, 

Yours Truly 
For SecureKloud Technologies Limited 

                                 
Roshini Selvakumar  
Company Secretary and Compliance Officer 
 
 
 
 
 
 
 
 
 
 
 



 

Healthcare Triangle Ransomware Protec�on and Preven�on Ini�a�ve Draws Ini�al 
Support from Mul�ple Health System Clients 

 
Company offers critical resources for seven key tenets of ransomware cybersecurity: education, 

assessment, preparedness, protection, detection, response, and recovery 
 
PLEASANTON, Calif., July 26, 2023 (GLOBENEWSWIRE) -- Healthcare Triangle, Inc. (Nasdaq: HCTI) (“HCTI” 
or the "Company"), a leader in digital transforma�on solu�ons including managed services, cloud 
enablement, cybersecurity, data analy�cs, and AI data processing for the healthcare and life sciences 
industries, today announced that its new ransomware preven�on and protec�on ini�a�ve launched earlier 
this month is drawing ini�al interest and support from numerous health system clients seeking cri�cal tools 
and guidance for preven�ng and responding to ransomware incidents. The Company is servicing mul�ple 
contract agreements for cloud backup and disaster recovery, enabling hospitals and health systems to 
move disaster recovery to the Amazon Web Services (AWS) cloud to secure resources and scale on demand. 
This helps to mi�gate risks by increasing resilience and mee�ng compliance requirements. Elas�c disaster 
recovery minimizes down�me with minimal RPO (recovery point objec�ve) and RTO (recovery �me 
objec�ve) for immediate recovery to ransomware events.  

“The accelera�ng volume of na�onal news about ransomware incidents is driving widespread demand for 
cybersecurity services. Our clients are seeking guidance and protec�on from solu�ons that are specific to 
the concerns and needs of healthcare systems and their pa�ents,” said Lena Kannappan, head of business, 
strategy and partnerships for Healthcare Triangle. In July alone, one of the country’s largest providers 
confirmed a data breach impac�ng 11 hospitals and 12 million pa�ents, and now faces at least four class 
ac�on lawsuits. A prominent community hospital had to close its doors permanently due to a 2021 
ransomware atack that caused devasta�ng financial loss. IBM reported that ‘the average costs of a studied 
breach in healthcare reached nearly $11 million in 2023 – a 53% price increase since 2020.’ Rural hospitals 
are par�cularly vulnerable to risk at these high costs.  

“Healthcare Triangle’s mission is to fill a leadership role as the authority on specialized cybersecurity and 
iden�ty management solu�ons for organiza�ons ranging from small community healthcare providers to 
large healthcare systems serving millions of pa�ents. We are in discussions with mul�ple cybersecurity 
product vendors and public cloud providers to bring best-of-breed solu�ons to the hospital community,” 
Kannappan con�nued. “In just two weeks, our ini�a�ve has drawn a significant amount of interest from 
our exis�ng health system clients and partners. This strong ini�al response bodes well for the con�nuing 
adop�on of our cri�cal resources for preparedness, preven�on, detec�on, response, and recovery from 
ransomware atacks.”  

Key areas of client interest to date include:  
• Educa�on and training  
• Threat assessment  
• Evalua�on and recommenda�ons for security processes and tools  
• Incident management plan prepara�on  



• Backup and disaster recovery  
• Data archival on the cloud  
• Threat vectors and remedia�on  
• Preven�on and protec�on including iden�ty management  
• Detec�on, response, and recovery  

 
Commen�ng on Healthcare Triangle’s ransomware ini�a�ve, longstanding client CalvertHealth Medical 
Center stated, “Hospitals need to take solid steps toward ransomware resilience. With HCTI’s help we have 
implemented their Amazon Web Services-based disaster recovery solu�on in order to protect our pa�ents' 
data.”  

For more informa�on about Healthcare Triangle’s ransomware ini�a�ve, contact 
info@healthcaretriangle.com.  

About Healthcare Triangle  

Healthcare Triangle, Inc. based in Pleasanton, California, reinforces healthcare progress through 
breakthrough technology and extensive industry knowledge and exper�se. We support healthcare 
including hospitals and health systems, payers, and pharma/life sciences organiza�ons in their effort to 
improve health outcomes through beter u�liza�on of the data and informa�on technologies that they rely 
on. Healthcare Triangle achieves HITRUST Cer�fica�on for Cloud and Data Pla�orm (CaDP), marketed as 
CloudEz™ and DataEz™. HITRUST Risk-based, 2-year (r2) Cer�fied status demonstrates to our clients the 
highest standards for data protec�on and informa�on security. Healthcare Triangle enables the adop�on 
of new technologies, data enlightenment, business agility, and response to immediate business needs and 
compe��ve threats. The highly regulated healthcare and life sciences industries rely on Healthcare Triangle 
for exper�se in digital transforma�on encompassing the cloud, security and compliance, iden�ty 
management, data lifecycle management, healthcare interoperability, and clinical and business 
performance op�miza�on. For more informa�on, visit www.healthcaretriangle.com.  

Forward-Looking Statements and Safe Harbor No�ce  

All statements other than statements of historical facts included in this press release are "forward-looking 
statements" (as defined in the Private Securi�es Li�ga�on Reform Act of 1995). Such forward-looking 
statements include our expecta�ons and those statements that use forward-looking words such as 
"projected," "expect," "possibility" and "an�cipate." The achievement or success of the maters covered 
by such forward-looking statements involve significant risks, uncertain�es and assump�ons. Actual results 
could differ materially from current projec�ons or implied results. Investors should read the risk factors set 
forth in the Company's Prospectus filed with the SEC on October 7, 2021, previous filings, subsequent filings 
and future periodic reports filed with the SEC. All the Company's forward-looking statements are expressly 
qualified by all such risk factors and other cau�onary statements.  

The Company cau�ons that statements and assump�ons made in this news release cons�tute forward-
looking statements and make no guarantee of future performance. Forward-looking statements are based 
on es�mates and opinions of management at the �me statements are made. The informa�on set forth 
herein speaks only as of the date hereof. The Company and its management undertake no obliga�on to 
revise these statements following the date of this news release.  

 
Contacts  
Media:  
Michael Campana  
michael.c@healthcaretriangle.com 

Investors:  
1-800-617-9550 
ir@healthcaretriangle.com 
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